**PRÁCTICA N°4**

**TEMA: “PREVENCIÓN DE ATAQUES DE INGENIERIA SOCIAL Y SEGURIDAD EN EL ACCESO”**

**1. OBJETIVOS**

1.1 Personalizar y configurar una simulación de ataque de phishing en un entorno controlado.

1.2 Implementar una campaña de concientización y entrenamiento para prevenir ataques de phishing.

1.3 Establecer factores adicionales de autenticación.

**5.INFORME**

5.1 ¿Cómo identificar la fiabilidad de un correo electrónico?

5.2 Describir el paso a paso de la simulación del ataque de phishing.

5.3 Que hacer en el caso de ser infectado por un ataque de phishing.